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to a management plan that, to this 
Senator, seems to say that our forests 
are not managed, but mismanaged. 

I yield the floor. 
Madam President, I suggest the ab-

sence of a quorum. 
The PRESIDING OFFICER. The 

clerk will call the roll. 
The legislative clerk proceeded to 

call the roll. 
Mr. REID. Madam President, I ask 

unanimous consent that the order for 
the quorum call be rescinded. 

The PRESIDING OFFICER. Without 
objection, it is so ordered.

f 

AMENDMENT NO. 3954 TO S. 2514

Mr. ALLARD. Madam President, on 
Friday, amendment No. 3954 to S. 2514 
was approved by the Senate and I 
would like to make a few remarks re-
garding this important provision. 

I am proud to have sponsored this 
amendment with my good friend from 
Florida, Senator NELSON. We both have 
a strong interest in space, for personal 
and constituent reasons, and believe 
this amendment, while only a Sense of 
the Senate, is important to show that 
the Senate is on record supporting as-
sured access to space. 

United States national security and 
economic vitality depend on our abil-
ity to launch a variety of satellites 
into earth orbit. Access to and utiliza-
tion of space provides an advantage to 
the United States that must be main-
tained. Unfortunately, significant con-
tractions in the commercial space 
launch marketplace have eroded the 
overall viability of the United States 
space launch industrial base and could 
jeopardize the ability of the Depart-
ment of Defense to provide assured ac-
cess to space in the future. 

The Evolved Expendable Launch Ve-
hicle, EELV, program is the Air 
Force’s solution for assured access. 
EELV is designed to be more respon-
sive and affordable than current launch 
vehicles. With EELV, the Air Force has 
adopted a commercial launch services 
approach. The DOD also shared with 
the contractors the investment to de-
velop next generation launch vehi-
cles—the Atlas V and Delta IV. In 1997, 
at a time when worldwide projections 
envisioned 70 launches per year, the 
Air Force decided to retain both EELV 
contractors rather than down selecting 
to a single provider. The commercial 
satellite marketplace, it appeared, 
would provide adequate sustainment 
for the U.S. space launch industrial 
base, thereby justifying the large con-
tractor investments in EELV, and pro-
viding the DOD a more robust assured 
access capability for a relatively mod-
est government investment. Since 1997, 
however, such launch projections have 
deteriorated by 65 percent. The 2002 
projection envisions approximately 25 
launches per year. 

As the EELV program transitions 
from development to recurring oper-
ations, the Air Force is evaluating a 
range of options for sustaining the 

launch infrastructure and industrial 
base necessary to assure access to 
space. The key to this effort is the 
maintenance of two financially stable 
launch service providers that will keep 
U.S. launch providers competitive in 
the global market and provide backup 
for any technical or operational prob-
lems that may be encountered. Such a 
program will not fundamentally alter 
the projected cost savings associated 
with the EELV program, a 25–50 per-
cent reduction over today’s systems. 
The Air Force is currently negotiating 
with the two EELV contractors to de-
velop an appropriate cost and risk 
sharing strategy for assured success.

The amendment calls on the Air 
Force to evaluate all the options for 
sustaining the space launch industry 
base, develop an integrated, long-
range, and adequately funded plan for 
assuring U.S. access to space, and for 
the Air Force to submit a report to 
Congress at the earliest possible time. 

Again, I want to thank Senator NEL-
SON for working with me on this simple 
but important sense of the Senate. I 
look forward to working with him on 
this and other space issues in the fu-
ture. 

f 

MILITARY CHIEF NURSES 

Mr. INOUYE. Madam President, 
today I wish to address a timely and 
important amendment to increase the 
grade for the Chief Nurses of the Army, 
the Navy, and the Air Force to that of 
two stars. The existing law limits the 
position of Chief Nurse of the three 
branches of the military to that of 
Brigadier General in the Army and Air 
Force, and Rear Admiral, lower half, in 
the Navy. 

Chief Nurses have a tremendous re-
sponsibility, their scope of duties in-
clude peacetime and wartime health 
care delivery, plus establishing stand-
ards and policy for all nursing per-
sonnel within their respective 
branches. They are responsible for 
thousands of Army, Navy, and Air 
Force officer and enlisted nursing per-
sonnel in the active, reserve, and guard 
components of the military. The mili-
tary medical mission could not be car-
ried out without nursing personnel. 
They are crucial to the mission in war 
and peace time, at home and abroad. 

Organizations are best served when 
the leadership is composed of a mix of 
specialties, of equal rank, who bring 
their unique perspectives to the table 
when policies are established and deci-
sions are made. This increased rank 
would guarantee that the nursing per-
spective is represented on critical 
issues that affect the military medical 
mission, patient care, and nursing 
practice. I believe it is time to ensure 
that the military health care system 
fully recognize and utilize the leader-
ship ability of these outstanding pa-
tient care professionals.

E-MAIL SECURITY 

Mr. HATCH. Madam President, I rise 
today to address the Senate on an in-
creasingly important topic: the secu-
rity of the Internet, and specifically, 
the security of the e-mail we send 
across the Internet. 

During my service on the Judiciary 
Committee I have held and attended a 
number of hearings on Internet over-
sight, and on the development of re-
lated legislation. Despite a thinning in 
the ranks of Internet focused compa-
nies, the Internet of course continues 
to become a more and more important 
part of our economic and personal 
lives. 

In the wake of the September 11th 
and anthrax attacks, much of our at-
tention has been focused on national 
security issues. The interruptions in 
traditional communications systems 
like the phone and traditional mail 
systems underscore the wisdom of the 
founders of the Internet, which began 
as a Defense Department project to de-
velop a communications system that 
would be flexible and decentralized 
enough to withstand attacks that 
might cripple other systems. Internet 
technology is continually changing, 
and we need to be aware of its capabili-
ties as well as any signs of vulner-
ability that can be exploited by those 
bent on using Internet access to attack 
the integrity of communications or 
vital data. In particular, since the an-
thrax attacks the nation has come to 
rely even more heavily on e-mail. 
There is no doubt that trust and con-
fidence in e-mail, especially between 
businesses and consumers, is critical to 
the vital role such mail has played dur-
ing recent months in keeping the chan-
nels of commerce and communication 
open despite blows to telephone service 
and traditional mail. 

Yet, the Internet is vulnerable in its 
own ways. The Internet itself can be 
used by terrorists as well as by those of 
good intentions. While e-mail cannot 
be used by criminals and terrorists to 
spread harmful biological or chemical 
agents, there are risks in the way most 
e-mail is generated and transmitted. 
We have all been familiar with the var-
ious viruses that have been sent via e-
mail and affected many computer sys-
tems. Among some of the risks are loss 
of privacy through unauthorized access 
to e-mail in transit and through inva-
sions of e-mail host databases. Another 
technique is ‘‘spoofing,’’ in which mes-
sages are sent purporting to be from a 
trusted sender in order to deceive the 
recipient, especially individual con-
sumers and other citizens. We are in-
creasingly threatened by viruses and 
other malicious code that can be car-
ried on e-mails and unwittingly acti-
vated by the recipient. 

We need to review industry’s ongoing 
efforts to answer these challenges, and 
assess what individual consumers and 
policy makers can do. Some of these 
threats are familiar, others are just 
emerging. For example, by sending 
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